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INTRODUCTION

The role that competition law plays (or should play) in the data economy has been at the center of the policy debate in multiple countries. The proliferation of data into different fields of the economy presents a tremendous opportunity for economic growth. Data permits companies to improve the quality of the products and services that they offer to consumers. It also enables companies to reduce their costs, increase their efficiency, and identify new business opportunities. Reliance on data can therefore enhance the competitiveness of firms and the economy more generally. However, there is a concern that the data economy has given rise to increasingly concentrated markets, where a small number of firms has gained disproportionate market power. Some commentators have argued that the reason for the emergence of large firms with highly entrenched market positions is the weak enforcement of competition law that has failed to keep up with the development of the data economy.\(^1\) Those comments have initiated a general debate that has by now spread across many continents and that questions whether there is a need to strengthen, or at least revise, the enforcement of competition law to promote the development of a competitive data economy.\(^2\)

In the United States, there have been several suggestions on how to address the challenges the data economy poses for antitrust enforcement. Some commentators have argued that there is a need to break up or curtail the so-called tech giants.\(^3\) Others have advocated for changes to the existing antitrust regime. For example, a 2019 report published by the Stigler Center at the University of Chicago argues that the specific features of digital platforms make markets prone to tipping, which refers to a situation in which a singular player gains control

---

3 See, e.g., Elizabeth Warren, Here’s How We Can Break Up Big Tech, MEDIUM (Mar. 8, 2019), https://medium.com/@teamwarren/heres-how-we-can-break-up-big-tech-9ad9e0da324c; Wu, supra note 1, at 132-33.
over the entire market. The report also argues that these specific features render the market power of digital incumbent entrenched and difficult to challenge, which in turns diminishes the market’s ability to self-correct. The report suggests that to address that issue, US courts ought to strengthen antitrust scrutiny for digital platforms by, among other things, relaxing some of the existing legal doctrines.

Although a similar debate about the need to strengthen the antitrust enforcement in the data economy has emerged across the Atlantic, some commentators have suggested that the European Union should weaken its enforcement. Siemens' proposed acquisition of Alstom, a French manufacturer of high-speed trains, which the European Commission prohibited in 2019, presents a relevant example. Critics of the Commission’s decision have argued that relaxing the enforcement of competition law is necessary to facilitate the development of EU champions that would be better positioned to compete in the global arena. Although Siemens and Alstom are firms that are active in traditional industries, the proposal to weaken competition-law enforcement seems particularly appealing in the context of the data economy, given that the European Union has not been home of tech companies of comparable size as those that have emerged in the United States and China.

In this article, we examine the competition policy that the European Union should adopt for the data economy generally and, more specifically, for the Industry 4.0—the coming digitalization of the manufacturing process and of the industry more broadly. We explain

4 Stigler Center Report, supra note 2, at 8.
5 Id. at 16-17; see also id. at 94-95; id. at 37.
10 Our definition of Industry 4.0 follows the definition outlined in the World Bank Report “Europe 4.0: Sharing the Data Economy.” The report adopts a cost-based classification of Industry 4.0 technologies and differentiates between technologies based on whether they reduce three types of costs: (i) the cost of matching supply and demand (transactional technologies); (ii) the cost of computing and data storage (informational technologies); and (iii) the cost of substituting workers and routine functions with machines (operational technologies).
11 See Andreja Rojko, Industry 4.0 Concept: Background and Overview, 11 INT’L J. INTERACTIVE MOBILE TECHS. 77 (2017); Manufacturing’s Next Act, MCKINSEY (June 25, 2015), https://www.mckinsey.com/business-
that weakening the enforcement of competition law to facilitate the development of EU champions would be a misguided policy for the European Union. A less competitive internal market, which would necessarily result from a weaker enforcement of EU competition law, is unlikely to increase the competitiveness of EU firms in the global arena.

However, we also explain that there is no need to relax the existing legal doctrines to permit EU enforcers to capture anticompetitive practices in the data economy. In that respect, the challenges that the European Union faces in enforcing competition law in the data economy differ, at least to some extent, from those faced in the United States. A strong belief in the market’s ability to self-correct and the fear of false positives (cases in which a firm is incorrectly found liable of infringing the law) have led US courts to develop legal doctrines that impose on plaintiffs a high burden of proof. Those doctrines limit the circumstances in which a firm’s conduct can be found unlawful under US antitrust law. In contrast, EU courts have shown historically less concern with false positives and less confidence in the market’s self-correcting mechanisms. Consequently, the Court of Justice of the European Union (CJEU) has developed legal doctrines that already permit enforcement agencies to address a wide variety of conducts, including those that would be considered perfectly legal in the United States. There is no need to further relax those doctrines to permit the European Commission and national enforcement agencies to address anticompetitive practices in the data economy.

Nonetheless, that does not suggest the European Commission and national enforcement agencies face no challenges in applying competition rules to the data economy. The data economy has changed, at least in some respects, the way in which firms compete in the market. Consequently, the tools that enforcers have used to identify and address anticompetitive practices in traditional industries might not work well in scrutinizing a firm’s behavior in the data economy. The European Commission as well as national enforcement agencies have already adopted some steps to address those challenges. These are positive changes. We propose the adoption of addition measures that are modest, although in our view, important. These include:

(1) prevent anticompetitive use of data,
(2) clarify the role that competition law has in ensuring access to data,
(3) provide a timely relief against anticompetitive practices,
(4) develop a balanced approach to merger control.

---

12 We focus exclusively on doctrines that address a firm’s unilateral conduct. We express no opinion on doctrines related to collusive agreements, merger analysis, or state aids.
The article is structured as follows. Part I provides a basic introduction to the different types of data, data analytics methods, and the relation between possession of data and market power. Part II examines the basic principles of competition law, comparing the main similarities and divergences between EU and US systems, particularly when scrutinizing a company’s unilateral conduct. Part III scrutinizes the challenges that the data economy poses for the enforcement of competition law. Finally, Part IV provides policy suggestions for the competition policy that the European Commission and national enforcement agencies should adopt to promote the development of a competitive data economy.
I. DATA: THE NEW GOLD, IN ABUNDANCE

Before examining the role that competition law has (or should have) in a data economy, it is helpful to differentiate between the different types of data, examine how data analytics affect the value of data, and evaluate the implications that access to data has for market power and competition.

A. TYPES OF DATA

Data can be divided into two big groups: personal and nonpersonal. Although the debate often focuses on personal data, some data is nonpersonal, such as data related to traffic, weather, energy consumption, or a machine’s performance. (Nevertheless, the lines become increasingly blurry when personal identification becomes possible by aggregating a few indicators of nonpersonal data.) The distinction between personal and nonpersonal data is not merely semantic. Most important, personal data enjoys a higher protection. In the European Union, personal data is subject to the GDPR, as well as to privacy regulations adopted by member states. There is no such protection for nonpersonal data.

The report Competition Policy for the Digital Era prepared for the European Commission in 2019 distinguishes between three types of data, based on the way in which it is collected: (1) volunteered data, (2) observed data, and (3) inferred data. Volunteered data includes names, date of birth, employment history, or other information that a user voluntarily discloses to the data collector. The second group, observed data, includes data that can be observed based on the user’s activity, such as a user’s buying habits or online research. Inferred data refers to data generated by “clustering algorithms or predictions.” For example, Spotify, the media-service provider, may infer a user’s music preferences by relying on data about the music that the user has played in the past and comparing it with the music played by other users with similar preferences.

The volume of collected data will increase significantly with Industry 4.0, where connectivity will become ubiquitous. For example, in the context of Industry 4.0 operational technologies, which are defined as technologies combine data with automation, such as in robotics and 3D printing, data will be collected throughout the entire manufacturing process. Most data will be machine-generated and therefore created by computer processes, without the direct

14 Id.
intervention of a human. Data will be both personal and non-personal. Machine-generated data will be observed, inferred, and volunteered.

B. DATA ANALYTICS, MACHINE LEARNING, AND BIG DATA

Although data is often abundant, it is rarely commercially valuable in its raw form. Firms must analyze data to obtain valuable business insights. The term data analytics refers to a set of digital methodologies, such as software, that firms deploy to analyze data and obtain valuable information.

Analytics methods might be relatively basic or more advanced. More advance analytical methods include (1) data mining, which aims to identify existing patterns and relationships, (2) predictive analytics, which seeks to predict future trends, and (3) methods such as machine learning and artificial intelligence (AI) that use automated algorithms to process data more quickly than conventional analytical models. The term big data refers to large sets of data that cannot be processed by using traditional software tools within a tolerable time, either because of the data size, heterogeneity, or the speed which it is updated (often referred as the three Vs of big data: volume, variety and, velocity).

Companies can use the insights obtained from data analytics to make informed business decisions. In the context of Industry 4.0, insights obtained from data analytics might permit a company to optimize its inventory planning, predict possible malfunctioning throughout the manufacturing process, improve logistical efficiency, enhance the quality of its products, and optimize its pricing strategy. Insights obtained from data analytics might also permit a company to develop new products and services and, more generally, identify new business opportunities. Therefore, data analysis will be essential for a firm’s competitiveness.

---

15 See, e.g., Niko Mohr & Holger Hürtgen, Achieving Business Impact with Data, MCKINSEY 3 (2018) (“Data in its raw and most basic form is virtually worthless until we give it a voice by gleaning valuable insights from it.”).
16 Id. at 4.
17 Id. at 8.
C. DATA, MARKET POWER, AND MARKET ACCESS

Although access to data might be valuable, holding a large data set does not automatically confer market power to the data collector. Public bodies that collect large data sets (such as data about health, transport, or environment) perhaps provide the best example for why holding a large amount of data does not directly translate into market power. It is the processing of data, the transformation of data into valuable business insights, and the subsequent implementation of business actions based on those insights that can enable a company to gain market success and obtain market power.

Nonetheless, access to data might be necessary to enter and compete in a market. For AI and data analytics to be effective, access to large data sets might be essential. Evidence from Industry 4.0 startups show that access to data, at the early stages, constitutes a major barrier for entrepreneurs to develop, test, and pilot products and services with potential adopters. Companies that are unable to access large data sets might be unable to compete or even enter a market. It should consequently come as no surprise that some have questioned whether data should be considered an essential facility, such as telecom infrastructure. One could argue that when access to data is essential, firms should have a duty to grant access to the collected data. But should they? In the case of nonpersonal data collected by public bodies the argument might be straightforward. If the objective is to promote development, dissemination and deployment of AI and other advanced analytical methods, then public policies could promote access to data and ensure that public bodies make their data available for entrepreneurs and small and medium enterprises (SMEs) to test or pilot their products and services (provided that necessary measures to protect privacy are adopted). In other cases, however, where the data collector is a private entity, the answer is less obvious.

In short, data will be the essential component of the Industry 4.0 era. The insights obtained from data analytics will provide a great resource that can enable a firm to enhance its competitiveness both domestically and internationally. However, data, or the lack of thereof, can also be a major impediment to competition. The relevant question is what role, if any, competition policy should play in addressing access to data and, more generally, in ensuring the development of a competitive and cohesive data economy.

---


20 See, e.g., Autorité de la Concurrence & Bundeskartellamt, Competition Law and Data 17 (2016) [hereinafter JOINED REPORT BY THE FRENCH AND GERMAN COMPETITION AUTHORITIES].
II. COMPETITION LAW: EU V. US

Competition law refers to a set of rules that prohibits practices that harm competition, which is defined as the process through which firms that offer substitute goods or services seek to win consumers.21 The basic notion is that competition benefits consumers and the society at large. Recognizing this basic notion, both the United States and the European Union (as well as more than 100 other countries) have adopted laws that prohibit firms to engage in practices that restrict competition. There are many similarities between EU competition law and US antitrust law. However, there are also some important differences, particularly in the way that the two systems address the conduct of firms with market power. Given that the discussion about competition policy for the data economy often focuses on companies that have strong market power, it is worth examining the main similarities and the main differences in the way the two systems scrutinize the market behavior of those companies.

A. THE GOALS OF COMPETITION LAW

Competition law is based on the notion that competition is beneficial for consumers and the economy at large. The most obvious benefit of competition is that it stimulates firms to reduce the prices of goods and services they sell to consumers.22 It also stimulates them to increase the quality of their goods and services. When consumers can pick among different suppliers, they will typically opt for those that offer goods or services for a better price, of a higher quality, or both. In addition, competition stimulates firms to operate more efficiently, by lowering their costs or increasing their productivity.23 It also encourages firms to invest in the development of new products, services, or business models, and through this, competition stimulates innovation.24 Indeed, competition might drive less efficient firms out of the market. However, it permits more efficient businesses to expand. When more efficient businesses replace less productive ones, overall efficiency in a sector rises.

21 See Richard Wish & David Bailey, Competition Law 1, 3 (Oxford Univ. Press 7th ed. 2012) (“[C]ompetition law consists of rules that are intended to protect the process of competition in order to maximize consumer welfare.”).
22 See id. at 4; Jean Tirole, Economics for the Common Good 357 (Princeton Univ. Press 2017); Massimo Motta, Competition Policy 19-22 (Cambridge Univ. Press 2009).
23 Tirole, supra note 22, at 359.
24 Id.
Beside protecting competition, in the European Union, competition law has an additional goal: promoting economic integration within the internal market. The basic idea of the internal market of the European Union is that people, goods, services, capital (and now data) should freely move across member states. The integration of the internal market was perceived as essential to stabilize the region, but also as a catalyst to create a more dynamic, innovative, and competitive EU economy. Competition law, in turn, was considered as an important tool for removing artificial trade barriers within the internal market. In particular, it was used as a tool for prohibiting firms to enter into agreements that would “restore the national divisions” by limiting the trade across member states. Market integration continues to be an important objective of EU competition law. Because of its unique goal, EU competition law might prohibit firms from engaging in a type of behavior that would be considered perfectly lawful under a different law regime, such as US antitrust law.

B. ANTICOMPETITIVE BEHAVIOR

Given that both EU competition law and US antitrust law aim at protecting competition, it should come as no surprise that they prohibit firms from engaging in similar conduct. Both EU competition law and US antitrust law include prohibitions against (1) anticompetitive agreements (such as a theoretical agreement among smartphone manufacturers to increase the prices of their smartphones), (2) anticompetitive behavior by companies with strong market power, and (3) mergers that are detrimental for competition. In addition, in the European Union, competition law also addresses (4) public restriction of competition, such as anticompetitive state aid. Whereas the prohibition of anticompetitive agreements and merger reviews are relatively similar, there are some important differences in the way the two systems address the behavior of firms with market power.

At the outset, it bears emphasis that neither EU competition law nor US antitrust law condemn a firm simply for having significant market power. A firm that offers its products or

25 Wish & Bailey, supra note 21, at 23; Motta, supra note 22, 13.
26 See, e.g., Joined Cases 56/64 and 58/64, Établissements Consten S.à.R.L. & Grundig-Verkaufs-GmbH v. Comm’n [1996] ECLI:EU:C:1966:41, para. 340 (“An agreement between producer and distributor which might tend to restore the national divisions in trade between member states might be such as to frustrate the most fundamental objections of the community. The Treaty, whose preamble and content aim at abolishing the barriers between states . . . could not allow undertaking to reconstruct such barrier.”).
28 US antitrust law typically uses the term monopolist to identify a company with significant market power. In contrast, EU competition law speaks about a dominant company. Although the two terms do not refer to identical concepts, for the purpose of this paper, we will use the two terms as synonymous.
services for the best quality-adjusted price is likely to win consumers. It would be counterproductive for competition law to condemn a firm simply for having obtained market power. Judge Learned Hand, who served on the US Court of Appeals for the Second Circuit, expressed this idea in a 1945 decision United States v. Aluminum Company of America: “[t]he successful competitor, having been urged to compete, must not be turned upon when he wins.” 29 Massimo Motta, former Chief Competition Economist of the European Commission, similarly explains: “[i]t is exactly the prospect of enjoying market power (i.e. of making profit) that pushes firms to use more efficient technologies, improve their product quality, or induce new product varieties.” 30 He explains that if enforcement agencies “tried to eliminate or reduce market power whenever it appeared, this would have the detrimental effect of eliminating firms’ incentives to innovate.” 31

However, both EU competition law and US antitrust law prohibit firms with market power from engaging in anticompetitive (or exclusionary) practices. In the United States, Section 2 of the Sherman Act prohibits firms “to monopolize, or attempt to monopolize, or combine or conspire with any other person or persons, to monopolize” the market. 32 In the European Union, Article 102 of the Treaty on the Functioning of the European Union (TFEU) prohibits a dominant company from abusing its market position. 33 Despite containing different language, both provisions prohibit a firm from engaging in exclusionary behavior that harms competition. Determining whether a given firm’s behavior is exclusionary and therefore unlawful is often a challenging task. Vigorous competition, such as offering goods or services of a superior quality or for a better price, might also exclude rivals from the market. But this is not the type of exclusionary behavior that competition law condemns. 34 Rather, it is exactly the type of behavior that competition law seeks to stimulate. The type of conduct that competition law prohibits can be broadly describe a conduct that permits a firm to gain or maintain market power by harming competition, rather than by offering lower prices, higher quality, or more innovative products.

Nonetheless, there are important differences between the way in which the two systems analyze a firm’s exclusionary conduct. EU competition law typically sets a lower burden than US antitrust law to show that a challenged practice is unlawful. As a result, the same practice is more likely to be found in violation of EU competition law than in violation of US antitrust

---

29 148 F.2d 416, 430 (1945).
30 Motta, supra note 22, at 64.
31 Id.
33 Consolidated Version of the Treaty on the Functioning of the European Union Art. 102, May 9, 2008 O.J. (C 115) 89 [hereinafter TFEU].
34 See, e.g., Case C-413/14 P, Intel Corp. v. Comm’n, 2017 ECLI: EU:C:2017:632, para. 133-44.
law. The differences between the two systems become particularly evident when scrutinizing
three types of practices: duty to deal, margin squeeze, and predatory pricing.

I. DUTY TO DEAL

An important difference between EU competition law and US antitrust law concerns the
way in which the two systems force (or do not force) a firm to deal with its competitors. The
US system is based on a strong belief that companies, including those with significant market
power, should be free to select the companies with which they want to do business. The US
Supreme Court emphasized that principle in its 1919 decision in United States v Colgate & Co.
when it said that US antitrust law “does not restrict the long recognized right of a trader or
manufacturer engaged in an entirely private business freely to exercise his own independent
discretion as to parties with whom he will deal.”35 In 2014, the Court reiterated that principle
in Verizon Communications Inc. v. Law Offices of Curtis V. Trinko, LLP, when it said that
compelling “firms to share the source of their advantage is in some tension with the
underlying purpose of antitrust law, since it may lessen the incentive for the monopolist, the
rival, or both to invest in those economically beneficial facilities.”36 The Supreme Court has
created an exception to the general rule of no duty to deal. In a 1985 decision in Aspen Skiing
Co. v. Aspen Highlands Skiing Corp, the Court said that a monopolist’s termination of a
(presumably profitable) cooperation with a small rival might violate the Sherman Act.37 Some
lower courts have also applied the “essential facility doctrine” that, when specific
circumstances are met, imposes on a firm a duty to grant access to its facility to its
competitors.38 Nonetheless, after the Supreme Court decision in Trinko, a refusal to deal with
a competitor in unlikely to be found in violation of US antitrust law.39

In contrast, a firm’s refusal to deal with its competitors is more likely to trigger a liability under
EU competition law. The CJEU said that although firms, including those that hold a dominant
market position, are generally free to choose the companies with which they want to do

38 See, e.g., Hecht v. Pro-Football, Inc., 570 F.2d 982, 992-93 (D.C. Cir. 1977); MCI Commc’n Corp. v. AT&T, 708
F.2d 1081, 1132-33 (7th Cir. 1983).
39 In Trinko, the Court said that the Aspen Skiing decision is “at or near the outer boundary.” Trinko, 540 U.S. at
409. Therefore, if the criteria listed in Aspen Skiing are met, a court is unlikely to find a refusal to deal with
a competitor unlawful. But see FTC v. Qualcomm, Case No. 17-CV-00220, 2019 WL 2206013, at *67 (N.D. Cal.
May 21, 2019) (find that a refusal to license standard-essential patents to a competing manufacturer violated
Section 2 of the Section Act.).
business, in some cases, a dominant firm’s refusal to deal might violate Article 102 TFEU.\(^{40}\) In determining whether a dominant firm has abused its dominant position, the Commission examines whether (1) access to the firm’s good or service is indispensable to compete in the market, (2) the refusal to deal would eliminate effective competition in the market, and (3) there is no objective justification for such refusal.\(^{41}\) Notably, a dominant firm’s refusal to deal can be abusive both in cases in which a dominant firm ends an existing business relationship,\(^{42}\) as well as in situations in which the dominant firm refuses to start a new business cooperation.\(^{43}\) The CJEU has even found that refusal to deal might be abusive even if the two firms do not (yet) compete in any relevant market.\(^{44}\) In short, a dominant firm’s refusal to deal with a competitor is much more likely to be found unlawful under EU competition law than under US antitrust law.

2. **MARGIN SQUEEZE**

The differences between the ways in which EU competition law and US antitrust law address cases concerning a refusal to deal is reflected also in the different approaches toward cases of a so-called *margin squeeze*. Margin squeeze refers to a situation in which a firm has market power in the upstream market and supplies an essential input to downstream competitors. Think about network industries, such as a telecommunication industry. The upstream monopolist could price its input (in this case, the price of accessing its telecom infrastructure) in such a way to “squeeze” the margin of its downstream competitors (such as firms that compete in the supply of telecom services). The US Supreme Court said that such a practice, typically referred as margin squeeze, is not an actionable offence under US antitrust law. In the 2009 decision in *Pacific Bell Telephone Co. v. linkLine Communications, Inc.*, the Court said that “if a firm has no antitrust duty to deal with its competitors at wholesale, it certainly has

---


\(^{44}\) See, e.g., Joined Cases C-468/06 to C-478/06, Sot. Lélos kai Sia EE and Others v. GlaxoSmithKline AEVE Farmakeftikon Proionton, ECLI:EU:C:2008:504 (2008); Cases 6 and 7/73, Commercial Solvents v. Comm’n, [1974], ECR 223.
no duty to deal under terms and conditions that the rivals find commercially advantageous.”

In other words, the Court found that a company has no duty under US antitrust law to price its products in a way to preserve its competitors’ margins. In contrast, the CJEU has said a dominant firm might violate EU competition if it engages in a margin squeeze that can exclude from the market competitors that are “at least as efficient” as the dominant firm. For example, in 2018, the CJEU agreed with the European Commission that Slovak Telekom and its German parent company, Deutsche Telekom, violated EU competition law by first refusing to grant access to their fixed broadband network to competitors and subsequently by engaging in a margin squeeze. Therefore, in the European Union, a dominant firm might be condemned not only for refusing to deal with its rivals but also for pricing its products and services in a way that squeezes rivals’ margins.

3. PREDATORY PRICES

A further difference between EU competition law and US antitrust law arises with respect to predatory pricing, which refers to a firm’s practice of selling products or services at a loss. The concern with predatory pricing is that selling products or services below costs might permit a firm to exclude competition and subsequently increase prices to above-competitive levels. The underlying rational is that even though consumers may benefit from low prices in the short term, in the long term they would be worse off. Evidence that a dominant firm’s prices are predatory could trigger a liability under Article 102 TFEU, and there are indeed several cases in which predatory prices have been found in violation of EU competition law. Although US antitrust law also prohibits predatory practices, US courts have expressed more skepticism with the idea that predatory pricing could harm competition and consumers. They have emphasized that a predatory practice is unlikely to harm consumers unless there is a danger that the firm that engaged in predation is able to maintain its monopoly “for long enough both to recoup the predator’s losses and to harvest some additional gain.” Consequently, to find predatory pricing unlawful under US antitrust law, US courts have required a plaintiff to provide both evidence (1) that the price is below an appropriate measure of cost and (2) that there is a dangerous probability that the company will be able to

48 See, e.g., Wish & Bailey, supra note 21, at 739.
“recoup[e] its investment in below-cost prices.” In contrast, EU competition law does not require proof of recoupment. Because of the different standard of proof, a firm’s predatory practice is more likely to be found unlawful under EU competition law than under US antitrust law.

C. DIFFERENT MARKETS AND DIFFERENT PHILOSOPHIES

As explained in Part II.A and Part II.B, there are important differences between EU competition law and US antitrust law, particularly when addressing the behavior of companies with significant market power. Table 1 summarizes the similarities and divergences between the two legal systems (although admittedly in an oversimplified way).

Table 1. EU Competition Law v. US Antitrust Law

<table>
<thead>
<tr>
<th>Stated Goals</th>
<th>US Antitrust Law</th>
<th>EU Competition Law</th>
</tr>
</thead>
<tbody>
<tr>
<td>Protecting competition (to increase consumer welfare)</td>
<td>+ market integration (removing artificial barriers to trade)</td>
<td></td>
</tr>
<tr>
<td>Prohibitions against</td>
<td>(1) anticompetitive agreements; (2) exclusionary behavior; (3) mergers detrimental for competition</td>
<td>+ (4) public restrictions of competition (<em>state aid</em>)</td>
</tr>
<tr>
<td>General Differences in Addressing Exclusionary Behavior</td>
<td>Prohibits exclusionary conduct</td>
<td>+ but stricter limitations on the conduct of dominant firms</td>
</tr>
<tr>
<td>Reluctant to force companies to deal with competitors</td>
<td>Might force a dominant company to deal with rivals</td>
<td></td>
</tr>
<tr>
<td>Margin squeeze not an actionable offence</td>
<td>Might condemn margin squeeze</td>
<td></td>
</tr>
<tr>
<td>Predatory pricing actionable only if there is a probability of recoupment</td>
<td>Evidence of predatory prices sufficient to find a violation</td>
<td></td>
</tr>
</tbody>
</table>

Source: authors

As Table 1 shows, EU competition law prohibits firms to engage in a wider set of practices. Even when addressing the same type of practices, EU competition law imposes a lower burden.

---

of proof on the plaintiff, such that a challenged conduct is more likely to be found unlawful under EU competition law than under US antitrust law. Therefore, firms face stricter limitations in the European Union than they do in the United States.

Although a comprehensive analysis of the reasons for the differences between EU competition law and US antitrust law falls outside the scope of this article, some general observations deserve attention.

The US reluctance to intervene in cases involving a firm’s alleged exclusionary behavior reflects both the strong belief that the market will be able to self-correct and concerns about false positives. If a firm uses its market power to charge monopoly prices, and there are no significant barriers to market entry, the monopolist’s high profits should attract new entrants into the market. Those new entrants will undercut the incumbent’s prices, pushing prices back to competitive levels. Because the market will be able to self-correct, US antitrust law sees no need for an intervention. An intervention could be even detrimental, if it deters firms from engaging in procompetitive practices that benefit consumers. Indeed, the Chicago school that gained prominence in the United States in the 70s argued that false positives impose higher costs on the society than false negatives, which are cases in which a court finds no antitrust violation although the firm’s behavior harms competition. 53 Judge Frank H. Easterbrook famously said that “[i]f the court errs by condemning a beneficial practice, the benefits may be lost for good. Any other firm that uses the condemned practice faces sanctions in the name of stare decisis, no matter the benefits. If the court errs by permitting a deleterious practice, though, the welfare loss decreases over time. Monopoly is self-destructive.”54 Led by the concerns of false positives and by the trust in the market’s ability to self-correct, the US Supreme Court has gradually adopted antitrust doctrines that have increased the plaintiffs’ burden of proof to show that a firm’s challenged behavior is unlawful.55

In contrast, the CJEU, the European Commission, and enforcement agencies of the member states of the European Union have traditionally shown less confidence in the market’s self-correcting mechanisms and less concerns about false positives. Competition law often has
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53 See, e.g., Frank Easterbrook, Limits of Antitrust, 63 TEXAS L. REV. 1, 2 (1984). (“If the court errs by condemning a beneficial practice, the benefits may be lost for good.); see also Frank H. Easterbrook, Vertical Arrangements and the Rule of Reason, 53 ANTITRUST L.J. 134, 135-36 (1984) (“There are limits on the ability of courts to sort the beneficial from the deleterious manifestations of [restrictive dealing] practices, and most of the time it is better not to try than to try and fail.”).
54 Easterbrook, Limits of Antitrust, supra note 53, at 2.
been perceived as a necessary tool to eliminate trade barriers within the internal market, as well as a fundamental mechanism to introduce and maintain competition in markets that have been traditionally controlled by state monopolies. Similarly, concerns about false positives rarely appear in the CJEU’s decisions. If anything, the CJEU has been historically more concerned about setting legal standards that would undermine the ability of enforcement agencies to address practices that are detrimental for competition. As a result, the CJEU has developed legal doctrines that permit the European Commission and national enforcement agencies to address a large set of practices, including those that would fall outside the domain of US antitrust law.

In sum, whereas US legal doctrines reflect a strong reliance on the self-correcting mechanism of the market and emphasize the negative effects of an unwarranted intervention, EU competition law has shown less confidence in the market’s self-correcting mechanisms and less concern about erroneous decisions. As we will explain in Part III, those differences are relevant when designing the right competition policy for Industry 4.0, particularly when examining the proposal that courts should relax the existing legal standards to be able to address practices that are harmful for competition.
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56 See, e.g., Case C-52/09, Konkurrensverket v. TeliaSonera Sverige AB, 2011, ECLI:EU:C:2011:83, para. 58 (stating that limiting a liability for a margin squeeze to cases that meet the refusal-to-del requirements “would unduly reduce the effectiveness of Article 102 TFEU”); id. para. 108 (stating that it would be contrary to the objective of competition law to limit the intervention to “mature markets”); Case C-413/14 P, Intel Corp. v. Comm’n, 2017 ECLI: EU:C:2017:632, para. 44 (expressing concerns about adopting strict requirements to establish a territorial jurisdiction would offer companies “easy means” for avoiding EU competition rules).
III. APPLICATION OF COMPETITION LAW TO THE DATA ECONOMY: NEW REALITIES

The data economy poses challenges for the enforcement of competition law. There is a concern that the tools used to identify anticompetitive practices in traditional industries might not work well when applied to the data economy. For example, given that prices in the data economy are often low, sometimes even close to zero, focusing on the effect that a firm’s behavior has on price might fail to identify behaviors that are detrimental for competition. In addition, the specific features of the data economy might render the market power of incumbent companies durable and difficult to challenge. That might decrease the market’s ability to self-correct. Consequently, some commentators have suggested that courts and enforcement agencies ought to adopt a stricter approach when enforcing competition law in the data economy. Indeed, both in the United States and in the European Union there is an ongoing debate about the right competition policy for the data economy.

A. DURABLE MARKET POWER OF DIGITAL INCUMBENTS

The specific features of the data economy can render the market power of digital incumbent companies entrenched and difficult to challenge. These features include low marginal costs, network effects, economy of scale, and reliance on data, and are particularly evident in the case of digital platforms.

Consider Uber, the most popular American ride-sharing platform. Whereas designing a platform where riders and driver can connect to each other might require significant investments, once the platform is set, the cost of serving an additional consumer is relatively low. Low marginal costs might in turn permit firms to earn “extreme returns” when serving a large pool of consumers. Goods or services offered in the data economy might have strong network effects, which refers to a situation in which the value that a product or a service has for a consumer increases as other people use the same product or service. For example, the higher the number of costumers that use Uber, the more valuable the platform is for drivers, and the other way around. Furthermore, firms can rely on the data they obtain from consumers to improve the quality of their products or services. For example, Uber might be able to determine the most common roads used by consumers and incentivize drivers to offer

58 COMPETITION POLICY FOR THE DIGITAL ERA, supra note 2, at 2.
rides in that area. Similarly, when it comes to economy of scope, which refers to a situation in which it is more effective for a firm to offer a bundle of different goods or services rather than only an individual product, Uber can rely on the analysis of large data sets to expand its activities into new markets areas, such as the market for renting electric bikes or scooters or the market for food delivery. Uber’s network of users and information about where and when users travel can provide a competitive advantage over its rivals.

The data economy has also given rise to business models that, in the short to medium run, prioritize growth (that is, the maximization of the number of users) over profits. In other words, digital firms might be willing to incur losses in the short or medium term, with the purpose of obtaining a large user base. For example, Uber and the competing ride-sharing platform Lyft have reportedly invested billions of dollars into subsidizing customers’ rides when competing among each other for the leading market position. Despite making a loss in the short run, firms expect that building a large user base might permit them to establish their market position and take advantage of network effects. Once a firm has established its presence in the market, it can focus on developing techniques to increase its profits. Business models that prioritize growth over profit favor firms that can achieve a type of financing that permits them to face losses in the short to medium run.

Of course, features such as network effects, low marginal costs, competitive advantage based on access to information, or even the ability to sustain losses in the short to medium run, are features that are present also in other industries. However, commentators have argued that the combination of all those features in a single economy renders the incumbent’s market power particularly durable. In their view, markets in the data economy are prone to tipping. Once the market has tipped, it might be difficult for new entrants to challenge the incumbent’s position. Even if new entrants are able to develop a competitive product or service, they might struggle to persuade a sufficient number of consumers to shift to their products or services because of the presence of network effects. Incumbents also have access to a large pool of data that provides them a source of competitive advantage.

Furthermore, commentators have argued that the large return on scale generates a large cash flow for the incumbent that might be used to “outspend” or “out-invest” rivals or alternatively
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acquire existing or potential competitors. Because of the combination of all these factors, the market position of incumbent companies might be particularly difficult to challenge. In other words, once a firm gains a significant market power, the market might be unable to self-correct.

Against this backdrop, commentators have suggested that courts ought to adopt a more interventionist approach when enforcing competition law in the data economy. For example, the Stigler Center Report suggests that US antitrust law should “recalibrate the balance it strikes between the risks of false positives and false negatives,” because “[u]nderenforcement is likely to be costlier than previously thought because, among other things, market power of large technology platforms is more enduring.” The report advocates two changes. First, it suggests that there is a need to revise some antitrust doctrines, such as doctrines about predatory prices and a duty to deal, that “were adopted . . . to minimize the risk of over-enforcement.” Second, it suggests that courts should “impose less demanding proof requirements on antitrust plaintiffs.” The report Competition Policy for the Digital Era similarly argues that “[t]he specific characteristics of many digital markets have arguably changed the balance of error cost and implementation costs.” It suggests that when markets are concentrated and barriers to enter the market are high, court and enforcers “may want to err on the side of disallowing potentially anti-competitive conducts, and impose on the incumbent the burden of proof for showing the pro-competitiveness of its conduct.” Therefore, both reports argue that courts and enforcement agencies should be less concerned about false positives when enforcing competition law in the data economy than they are in more traditional markets.

However, proposals about the need to relax the existing antitrust doctrines are less pertinent to the European Union than they might be in the United States. As explained in Part II.C, concerns about false positives have had a prominent role in shaping the US antitrust jurisprudence and have led to the adoption of antitrust doctrines that impose strict requirements on plaintiffs that seek to show that a firm’s behavior is unlawful. Because of the high standard of proof embodied in those doctrines, it might be difficult to establish that a firm’s behavior, such as a refusal to deal or a predatory pricing strategy, violates US antitrust law. But concerns about strict legal doctrines are less germane for the European Union, where the existing legal doctrines already permit the European Commission and national enforcement agencies to address a variety of practices by dominant firms, including those that
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would fall outside the domain of US antitrust law. One could argue that those doctrines are already too loose and have always permitted EU enforcers “to err on the side of disallowing potentially anti-competitive conducts.” Therefore, there is no need to further relax the existing EU doctrines to permit enforcers to capture anticompetitive practices in the data economy.

B. CHALLENGES IN IDENTIFYING ANTICOMPETITIVE PRACTICES

A further concern in the data economy is that the analytical tools that courts and enforcement agencies have traditionally used for determining whether a challenged behavior is anticompetitive might not be directly applicable to the data economy. For example, to determine whether a company has significant market power, which is an essential requirement to show a violation of Article 102 TFEU or Section 2 of the Sherman Act, courts and enforcement agencies typically define the relevant market and assess the firm’s market power in that market. In defining the relevant market, they typically apply the hypothetical monopolist test (HMT) which asks whether a hypothetical monopolist would be able to sustain a small, but significant, non-transitory increase in price (SSNIP) (typically 5 percent) for its products. If in response to the hypothetical monopolist’s SSNIP consumers would switch to alternative products, then those products should be included in the relevant market. For example, if in response to an increase in price for Uber rides a significant number of consumers would switch to the use of Lyft and regular taxis, then those products should be all considered to be part of the same relevant market. However, the application of the HMT becomes problematic when a firm does not charge for its product. The shortcoming of the HMT became evident in the 2018 Android decision, where the European Commission examined whether Google had a dominant position in the market where Android, its operating systems for smartphones, competed. Because Google does not charge smartphone manufacturers any royalty for a license to Android, it would make little sense to ask whether manufacturers would switch to the use of an alternative operating system in response to a 5 percent increase of the price for Android.

In addition, the way in which companies compete in the data economy has also raised questions concerning the correctness of some basic economic assumptions that have guided the enforcement of competition law for many decades. Predatory pricing is a clear example. Historically, predation has been perceived as an irrational business practice (because it is too expensive for a company to engage in) and consequently relatively rare.73 For example, Judge

Easterbrook said “there is no sufficient reason for antitrust law or courts to take predation seriously.” However, the likelihood that a firm will engage in a predation is higher in an economy where firms focus less on maximizing their profit and more on expanding their business. Predation becomes an even more plausible when a firm is active in interrelated markets, where cross-subsidization among products or services is easy to implement. Lina Khan, former Director of Economy Policy at the Open Market Institute, raised this argument in her seminal article *The Amazon Antitrust Paradox* in which she argued that Amazon, the American multinational technology company and leader in e-commerce, achieved market power through its (1) willingness to sustain losses for an extended period and (2) by expanding into multiple businesses. Among other things, she observed that Amazon’s willingness “to forego profits for growth undercuts a central premise of contemporary predatory pricing doctrine, which assumes that predation is irrational” for companies.

The data economy has also given rise to new concerns that previously did not exist in the enforcement of competition law. For example, enforcers started questioning what role, if any, should privacy have in their analysis. In 2014, the European Commission said, when approving the merger between Facebook and Whatsapp, that “[a]ny privacy-related concerns flowing from the increased concentration of data within the control of Facebook as a result of the [merger] . . . do not fall within the scope of the EU competition law rules but within the scope of the EU data protection rules.” However, other enforcement agencies have given more emphasis to privacy considerations. For example, in February 2019, the German enforcement agency condemned Facebook for using its dominant market position to coerce consumers into accepting terms and conditions that granted Facebook the right to collect consumer data outside the Facebook website and assign these data to the user’s Facebook account. The agency found Facebook’s practice to be abusive. Nonetheless, in August 2019, the Düsseldorf Higher Regional Court reversed the decision in interim proceedings, suggesting that unless there is evidence of harm to competition, privacy should not be a concern for antitrust enforcers.
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In sum, the data economy has changed the way in which companies compete, which has had implications for the enforcement for competition law. It is consequently appropriate for revisit the existing tools that are used to identify and address anticompetitive practices and determine which work well, and which might need revision.
IV. EU COMPETITION POLICY & INDUSTRY 4.0

Weakening the enforcement of competition law to promote the development of national champions in the Industry 4.0 would be a misguided policy for the European Union. Basic economic principles teach that addressing anticompetitive practices, as well as prohibiting mergers that are detrimental for competition, is essential to protect the competitive process, which stimulates companies to offer lower prices, higher quality, and encourages investments in innovation. A competitive market stimulates the development of firms that are competitive both at the regional and at the global level. The European Union has long recognized those basic economic principles, and the specific features of the data economy do not justify a departure from those principles. If anything, the analysis in Part III shows that the features of the data economy suggest that there might be a need for a stricter, rather than a weaker, enforcement of competition rules. In addition, a weaker enforcement of competition rules would undermine the European Union’s ability to foster cohesion and convergence within the internal market, by failing to protect smaller firms and new market entrants from anticompetitive practices by dominant incumbents. Therefore, although the European Commission might need to adopt policy measures to promote the competitiveness of EU firms in the global arena, those measures should not come at the expense of protecting competition.

A separate question is how the European Commission and national enforcement agencies should apply competition law to prevent anticompetitive practices in the data economy. We examine four issues — (1) the anticompetitive use of data, (2) a refusal to grant access to data, (3) antitrust remedies, and (4) merger control. We find that the existing doctrines are broad enough to permit the European Commission and national enforcers to address dominant firm’s anticompetitive practices. This is particularly true when one considers the enforcers’ ability to challenge a dominant firm’s anticompetitive use of data. In some cases, the existing legal doctrines might also permit enforcers to address cases in which a dominant firm refuses to grant access to data. Nonetheless, it is important to recognize that competition law do not impose on firms a general duty to share the collected data with third parties. If the Commission finds that it would be desirable to impose such a duty, it should do so through regulation, rather than by expanding the scope of competition law.

Most actions are required in the context of antitrust remedies and mergers controls. Specifically, remedies imposed after lengthy investigations are unlikely to prevent harm to competition in rapidly evolving markets. Consequently, when applying competition law in the data economy, enforcers should rely more extensively on interim measures, which are remedies that can be imposed while the investigation it is ongoing. When it comes to mergers
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control, a revised approach in defining the relevant market might permit enforcers to better identify those mergers that might significantly decrease competition.

A. PREVENT THE ANTICOMPETITIVE USE OF DATA

Although data might be used to enhance a firm’s competitiveness and therefore strengthen the overall competition in the market, firms might also use data in ways that are detrimental for competition. For example, a dominant firm might use the collected data to engage in exclusionary practices. Indeed, many of the recent investigations that the European Commission has initiated, including those brought against Google, Facebook, and Amazon, focus on the firms’ use of data.81 In scrutinizing the behavior of these firms, the Commission should apply the general-accepted principles of competition law. A firm should not be condemned simply for its size. In other words, the general principle that monopolies are not per se bad should apply with equal force in the data economy as in other industries. However, the Commission should also uphold the general principle that a dominant firm has “a special responsibility” not to engage in conduct that “distorts competition.”82 When determining whether a challenged behavior is exclusionary, the Commission should base its decision on empirical evidence rather than theoretical conjectures. The existing principles of EU competition law are flexible enough to permit enforcers to address practices that are detrimental competition.

1. PREDATORY PRICING

A dominant firm might use insights obtained from data analytics to engage in price-related abuses, such as predatory pricing. Consider for example the European Commission’s investigation of Amazon.83 Amazon provides an online platform where retailers can sell their
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products. At the same time, Amazon sells its own products on the platform that compete with those offered by retailers. The European Commission said that it will examine as part of its investigation (1) the agreements between Amazon and retailers that permit Amazon to collect and analyze retailers’ data and (2) the role that that data has “in the selection of the winners of the ‘Buy Box.’”\textsuperscript{84} Although the Commission has not articulated the exact theory of harm, some commentators have voiced concern that Amazon is engaging in practices that favor Amazon’s products over those offered by retailers.\textsuperscript{85} Although in many cases engaging in practices that promote a firm’s own products is a perfectly legitimate business behavior, it is possible to foresee circumstances in which Amazon’s behavior would violate EU competition law.

Assume for example that Amazon uses the insights obtained from data analytics to undercut rivals’ prices. If Amazon’s prices are predatory, because they are below an appropriate measure of costs, Amazon’s conduct would be unlawful under EU competition law. As explained in Part II.B, to show that a firm’s predatory pricing violates Article 102 TFEU, there is no need to show recoupment. Evidence that Amazon prices its products below an appropriate measure of costs would be enough to establish a violation of Article 102 TFEU. The situation is notably different in the United States where evidence of predatory pricing would be insufficient to establish an unlawful behavior.

2. PRICE-PARITY CLAUSES

\textit{A dominant firm might use the collected data to enact vertical restraints, such as price-parity clauses.} When a platform includes a price-parity clause in its agreement with a retailer, it prohibits the retailer to offer its products at a lower price elsewhere. In other words, the retailer cannot offer its product at a lower price on its website or on any other website.

Economist have recognized that price-parity clauses might have both procompetitive and anticompetitive effects.\textsuperscript{86} On the positive side, a price-parity clause might permit a firm to protect its investment in developing a platform that promotes third-party’s products. Specifically, the price-parity clause mitigates the risk that once a product has gained popularity, consumers will switch to buy it elsewhere because the product will be available at a lower

\textsuperscript{84} Id.
\textsuperscript{86} Motta, supra note 22, at 304.
price. However, a price-parity clause might also have anticompetitive effects if it undermines the ability and incentives of new firms to enter the market and compete with the incumbent platform. Hence, depending on the circumstances of the case, a dominant firm’s use of price-parity clauses could trigger a liability under EU competition law, under either Article 101 TFEU or under Article 102 TFEU.

As noted in the report *Competition Policy for the Digital Era*, the anticompetitive effects of price-parity clauses might be particularly strong in the data economy, where network effects, economies of scope, and access to data already hinder the competitors’ ability to challenge the incumbent’s position.Indeed, the European Commission has raised concerns with the use of price-parity clauses by digital platforms, including in the investigation that it brought against Amazon in 2015. The Commission said that the price-parity clause Amazon imposed on e-book suppliers “could make it more difficult for other e-book platforms to compete with Amazon by reducing publishers’ and competitors’ ability and incentives to develop new and innovative e-books and alternative distribution services.” The investigation was ultimately concluded with a commitment decision (thus, without a determination of whether Amazon breached Article 102 TFEU), in which Amazon agreed that it will no longer enforce or introduce price-parity clauses in its agreements with e-book suppliers.

However, firms might use algorithms to impose de facto price-party clauses on retailers that sell their products on their platforms. For example, some commentators have suggested that the algorithm that selects products for the Buy Box on Amazon’s website effectively requires retailers to offer to Amazon the lowest price they offer elsewhere. In other words, Amazon’s algorithm allegedly imposes on retailers a *de facto* parity clause. If those allegations are factually correct, Amazon’s use of data might trigger additional antitrust scrutiny from the European Commission. The analysis would likely focus on whether the use of such a *de facto* price-parity clause harms or increases competition between Amazon and other competing
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platforms. Depending on the facts that emerge from the case, Amazon’s practice could trigger a liability under Article 102 TFEU.

3. NONPRICE-RELATED ABUSES

A firm could use the insights obtained from data analytics to engage also in non-pricing abuses. Consider the recent complaint that Spotify, a media service provider, filed in front of the European Commission in March 2019 against Apple, the US technology company that designs and sells iPhones. Apple provides a platform on which third parties can offer mobile applications (apps) for iPhones. Like in the case of Amazon, the concern is that Apple uses the data collected from users to identify the most successful apps and then engages in practices that favor its own apps over those offered by third parties. Spotify for example alleged that Apple engaged in several practices that unfairly limit Spotify’s ability to compete with Apple Music, an app that offers a competing media service. In addition to challenging some of Apple’s pricing strategies, Spotify criticized Apple for (1) precluding Apple’s voice recognition system Siri from connecting iPhone users to Spotify (connecting instead only to Apple Music) and (2) refusing to launch a Spotify app on its Apple Watch. As of the time of the writing of this paper, the Commission has not disclosed whether it intends to open an investigation against Apple. However, the decision that the Commission issued against Google in the Google shopping case, which is currently under appeal, suggests that the Commission is willing to scrutinize cases of so-called self-preferencing. If empirical evidence shows that the challenged practices tend to distort competition, then Apple’s conduct could be found to violate Article 102 TFEU.

B. CLARIFY THE ROLE COMPETITION LAW HAS IN ENSURING ACCESS TO DATA

Another form of a non-pricing abuse is a dominant firm’s refusal to grant access to data. The dispute Hiq Labs Inc. v. LinkedIn presents an example of how a dispute about access to data might arise between companies (see analysis in Box 1). Given that access to data is likely to be an increasingly important topic in the Industry 4.0, the Commission should clarify what role EU competition law plays in ensuring access to data that is needed to compete in the market.
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Box 1. Hiq Labs Inc. v. LinkedIn

The need to ensure timely access to data became evident in Hiq Labs Inc. v. LinkedIn, a dispute between Microsoft’s professional networking website LinkedIn and HiQ, a data analytics company that develops talent management algorithms. For several years, HiQ scraped information that users published on their public LinkedIn profiles and used that information, in combination with its predictive algorithm, to offer business insights to its clients. HiQ offered two primary products to its customers: (1) a service that permitted the customer, typically an employer, to identify employees that were at the greatest risk of being recruited by other firms and (2) a service that permitted the employer to identify employees’ skill gaps. According to HiQ, the two services permitted its clients to offer incentives to retain valuable employees, as well as design internal training for employees to reduce the expense of external recruitment. In May 2017, LinkedIn sent a cease-and-desist letter to HiQ, demanding that HiQ stop accessing and copying data from LinkedIn’s server. After the parties failed to reach an amicable solution, HiQ filed a suit against LinkedIn, asserting the right to have access to publicly available LinkedIn profiles. HiQ argued (among other things) that the decision to block access to the users’ data was motivated by LinkedIn’s plan to start offering services that would compete with those offered by HiQ. Although the dispute between HiQ and LinkedIn did not center on allegations about anticompetitive conduct, nor did it reach the European Union, it is possible to foresee how a case with a similar fact pattern could be brought under Article 102 TFEU, with the allegation that a refusal to grant access to data constitutes an abuse of a dominant position.

Source: hiQ Labs, Inc. v. LinkedIn Corp., 938 F.3d 985 (9th Cir. 2019); hiQ Labs, Inc. v. LinkedIn Corp., 273 F.Supp.3d 1099 (N.D. Cal. 2017).

Determining whether it is desirable to compel a firm to share its collected data with competitors requires enforcers to balance between conflicting interests, including the interest of promoting competition and the interest of protecting incentives to innovate. If access to data is essential to compete in a market, one could argue that a policy that grants the widest access to data is the most desirable because it will promote entry into the market and enhance competition. But developing a product or service that permits a company to collect data, such as building, promoting, and maintaining LinkedIn’s platform, might require a large investment. The prospect of generating revenue from that investment stimulates a firm to incur these expenditures in the first place. Knowing that it will be forced to share the collected data with other companies, a firm might be reluctant to make such an investment and opt instead to free ride on others. Moreover, granting access to data might raise an additional concern. When the data at issue is personal, as it was in the case of data posted on LinkedIn, granting access to data will raise privacy concerns. In other words, privacy should be an additional concern when determining whether it is desirable to force a company to share the collected data with a third party.
As explained in Part II.B, past EU decisions make clear that, in some cases, a dominant firm’s refusal to deal might constitute an abusive behavior in violation of Article 102 TFEU. A dominant firm’s refusal to grant access to data is not different.\(^{96}\) In other words, a refusal to grant access to data could be considered unlawful under EU competition law. In determining whether that is the case, the Commission analysis will likely focus on establishing whether (1) access to data is indispensable to compete in the market, (2) the firm’s refusal to deal with a competitor would eliminate effective competition in the market, and (3) there is no objective justification for the firm’s refusal to grant access to the collected data.\(^{97}\) When those requirements are met, a dominant firm’s refusal to grant access to data will be considered abusive and the company might be compelled to provide such access.

**However, it is also important to recognize the limits of competition law.** Article 102 TFEU only applies when a company holds a dominant market position and only if the three conditions discussed above are satisfied. When that is not the case, a refusal to grant access to data will not violate Article 102 TFEU.\(^{98}\) That does not imply that there is a need to relax the existing doctrines to capture additional cases. Rather, it reflects the conclusion that a firm’s refusal is unlikely to have detrimental effects on competition and that it would be inappropriate to rely on competition law to compel a company to share the collected data with competitors. In other words, Article 102 TFEU does not create a general duty for dominant firms to grant access to data.

If the European Commission concludes that it is desirable nonetheless to ensure that firms have access to data needed to compete in the market, it should consider adopting regulatory and policy measures to promote firms’ ability to obtain that access. The *Directive on Re-use of Public Sector Information* and the *Regulation on Free Flow of Non-personal Data* are examples of such a measure. Policies adopted to ensure data portability are another example of measures that promote a firm’s access to data. The European Commission might also consider other measures, such as tax incentives, that encourage companies to share their data with third parties, in particular with SMEs. We express no opinion as to whether the adoption of any of those measures is desirable. We do observe, however, that although competition law can in exceptional circumstances provide the necessary relief, it is not a tool that can (or should) ensure systematic access to data.

\(^{96}\) Case C-418/01, IMS Health v. NDC Health, [2004], ECLI:EU:C:2004:257.
\(^{97}\) See Part II.B.1.
C. PROVIDE TIMELY REMEDIES

The European Commission shall ensure that remedies that it imposes provide a sufficiently timely relief. Consider for example a case in which a firm is accused of unlawfully refusing to grant access to data. Under the current regime, even if a dominant firm’s refusal to share the collected data is found to violate Article 102 TFEU, the process is likely to be too lengthy to provide a prompt access to data and avoid the negative consequences of the firm’s anticompetitive conduct. For example, the European Commission’s investigations of Google’s business practices lasted almost a decade, from 2010 until 2017.99 Imposing a remedy after such a lengthy investigation is unlikely to provide adequate relief in a data economy, when markets evolve quickly.

To address the problem of a timely intervention, the European Commission might rely on temporary remedies that provide a relief while the investigation is ongoing. For example, an interim measure is a tool already available, but that the Commission has used rarely in the last decade.100 To impose an interim measure, the Commission must show (i) prima facie evidence of the existence of an anticompetitive behavior, and (ii) that the measures are necessary to prevent serious and irreparable harm to competition while the investigation is ongoing. When those conditions are satisfied, an interim measure can ensure timely access to data while the Commission performs its investigation to determine whether a dominant firm’s refusal to grant access to the collected data violated Article 102 TFEU.

It is, however, also important to ensure that the firm under investigation can appeal the use of such measures. It goes without saying that an interim measure should not be imposed without due scrutiny of the possible negative effects that it might have on the market. To avoid abuse of discretion, companies should be able to challenge the decision to impose interim measures and courts are best suited to address those disputes.
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100 Regulation 1/2003, Article 8 (“In cases of urgency due to the risk of serious and irreparable damage to competition, the Commission, acting on its own initiative may by decision, on the basis of a prima facie finding of infringement, order interim measures.”). Although the Commission has rarely used such remedy in the last decade, in October 2019, it imposed such interim measures in an ongoing investigation scrutinizing the conduct of Broadcom, the US semiconductor and infrastructure software products. Press Release, Commission Imposes Interim Measures on Broadcom in TV and Modem Chipset Markets (Oct. 15, 2019), https://ec.europa.eu/commission/presscorner/detail/en/ip_19_6109.
D. DEVELOP A BALANCED MERGER CONTROL

Finally, merger control is an important component of the competition policy for Industry 4.0. Indeed, mergers and acquisitions are not unilateral actions, and strictly speaking, merger control falls outside of the topic examined in this paper. However, because a merger might permit a company to gain significant market power, it is worth emphasizing some of the principles that should guide merger control in Industry 4.0.

One of the concerns with mergers among firms that operate in the data-driven economy is that a merger might escape the agency’s scrutiny even if it poses a risk of significantly reducing competition. Firms that are planning to merge must notify their planned transaction to the relevant enforcement agencies if the transaction meets jurisdiction-specific thresholds, typically based on the firms’ turnover. In reviewing the merger, the agency seeks to determine whether the proposed merger is likely to significantly reduce competition. If that is the case, the agency might prohibit the merger or alternatively accept specific remedies, such as a divestiture, that seek to preserve competition in the market after the two entities merge. However, as explained in Part III.A, many of the new business models that have arisen in the data economy favor growth over profit. Consequently, even a successful startup, that is (or might soon become) a competitor to the acquiring company, might not generate enough turnover to meet the threshold that would require companies to notify the merger. The Facebook-Instagram 2012 merger represents an often cited example of a merger that escaped the Commission’s merger review (although the merger was caught by the UK merger provisions). In response to those challenges, some member states of the European Union have introduced alternative thresholds based on transaction value. The European Commission should keep following the developments in those states, by examining the benefits and drawbacks of the newly adopted approaches.

101 The merger was also reviewed by the U.S. Federal Trade Commission that closed its nonpublic investigation without taking any actions. The Commission’s vote to close the investigation was 5-0. FTC Closes Its Investigation into Facebook’s Proposed Acquisition of Instagram Photo Sharing Program, Fed. Trade Comm’n (Aug. 22, 2012), https://www.ftc.gov/news-events/press-releases/2012/08/ftc-closes-its-investigation-facebooks-proposed-acquisition.
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Even when a merger is notified to the relevant authority, the analysis of its potential effects might be challenging. Merger review requires enforcement agencies to estimate the counterfactual, that is, the market that would exist in the absence of the proposed merger. Would a market be more competitive without the proposed merger? Would consumers be better off in the absence of the merger? That assessment might be particularly difficult in the data economy, where markets evolve rapidly and in directions that are often difficult to foresee. For example, buying a start-up with a quickly growing consumer base might permit a dominant company to eliminate potential competition. However, given the uncertainty about the way in which markets develop, it might be difficult for the enforcement agency to determine at an early state whether the targeted start-up could actually develop into a competitor.

Although we do not purport to provide a solution, two observations are relevant. First, the European Commission should reconsider the approach it adopts in defining the relevant market. The rapid expansion of some tech firms has been possible, in part, because of acquisitions that did not fall into the traditional categories of “horizontal” or “vertical” mergers. Google’s 2013 acquisition of Waze and Facebook’s 2014 acquisition of WhatsApp are relevant examples. Adopting a more flexible definition of the relevant market could permit the enforcers to better estimate the potential effects of the merger on competition. In that respect, the Commission’s announcement in December 2019 that it will revise the Notice on the Market Definition is particularly welcome. Second, the analysis of the potential effects of the merger should not focus merely on prices, but should consider also other aspect of competition, such as innovation and quality (which can in turn include considerations such as privacy). The European Commission has already recognized the importance that innovation has in its merger analysis in some of its past decisions. Of course, the analysis of those effects should not be speculative, but grounded on empirical evidence.
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Finally, it is important that in reviewing proposed digital mergers, the European Commission and national enforcement agencies maintain a balanced approach. A merger might have detrimental effects on competition. It might eliminate existing or potential competitors. It might also facilitate collusion among the remaining market players. In addition, a merger might entrench the incumbent’s market position and undermine the ability of other companies to enter the market. However, mergers are also an important component of competitive markets, when the synergies between the two companies permit them to offer better, more affordable, or more innovative products or services to consumers. That might be the case when an SME has a valuable business idea, but the incumbent possesses the financial resources or other valuable assets that are necessary to bring the business project to a completion. In addition, the prospect of being acquired by a large entity is an important exit strategy and might be exactly what stimulates investment in SMEs in the first place. A merger control that is too strict could have detrimental effects on SMEs and their ability to obtain needed financing. It is therefore important to limit the intervention to mergers that are likely to significantly harm competition.

Box 2. Does the GDPR harm the competitiveness of European firms?

A pertinent question is whether existing privacy regulations, such as the GDPR, could impair the development of a competitive Industry 4.0. To be effective, AI and machine learning often need access to large amounts of data. The concern is that the GDPR, which restricts a company’s ability to collect, use, and share personal data, could undermine the ability of companies to rely on advanced analytical methods, such as AI. For example, the Center for Data Innovation, a nonprofit think tank (whose members include Apple, Amazon, Facebook, Google and Microsoft), argued in a 2019 report that the GDPR has “created artificial scarcity of data by making it more difficult for organizations to collect and share data.” That outcome “diminished, and will continue to limit, Europe’s ability to develop and use AI.” The report argued that because the GDPR prescribes the use of data for any purpose other than those for which it was first collected, it will limit the companies’ ability to use data in innovative ways that are not realized at the time of data collection. It added “[O]rganizations often create new value by combining data sets, which makes it difficult to predict the future value of data sets at the outset.” There is also a concern that GDPR could be imposing high compliance costs (particularly from SMEs) and that the uncertainty in the legal provisions might discourage companies from engaging in conduct that would ultimately benefit the economy and consumers.

Although beyond the scope of this article, it is important to make some general observations about the GDPR and the implications it might have for the development and diffusion of Industry 4.0
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technologies. That an existing regulation poses some limitation on a company’s ability to compete at the global level does not weigh automatically in favor of eliminating that regulation. Prescriptions about minimum wages, environmental rules, and health and safety standards impose constraints on a company’s ability to compete with rivals in foreign jurisdictions that are not subject to comparable regulation. Yet there might be valid justifications to keep those regulations in place. That being said, regulations should be tailored in a way to minimize the detrimental effects, including detrimental effects they might have on competition. Indeed, the GDPR itself sought to minimize the effects of existing heterogeneity in privacy regulations by harmonizing the divergent regulatory frameworks in member states of the European Union. European firms now have one overarching legal framework governing data privacy to which they must adhere. It is important to further monitor the impacts of the GDPR and introduce necessary adjustments to minimize any undesired consequences for the ability of companies to develop and leverage AI and other advanced data analytics methods (without infringing individuals’ privacy).

The European Commission might consider three proposed improvements to the existing data privacy regulatory framework. First, it is desirable to reduce legal ambiguities to facilitate firms’ compliance with the GDPR. Companies should not be reluctant to develop new products or services because of a concern that they will fail to comply with a regulation that they are unable to understand. The European Commission should therefore adopt measures that clarify existing legal provisions, focusing in particular on clarifying the circumstances in which data sharing is permitted or even encouraged. Second, the European Commission should consider adopting such clarifications in industries that rely extensively on personal data. For example, concerns that the GDPR could hamper a company’s ability to rely on AI might have less weight in manufacturing and automation processes, when a large part of the collected data is nonpersonal. In contrast, the GDPR’s effects might be more pronounced in other areas, such as healthcare, where access to personal information plays a more fundamental role in developing products or services. Hence, focusing on revising the legal framework for industries in which the GDPR might have more relevant consequences should be a priority for the European Commission. Third, ensuring that fines are proportional, particularly in cases of SMEs, could also help address concerns that the GDPR could discourage practices that are beneficial for consumers. As an example, the European Commission might consider the option of imposing a fine only on repeated infringers (and show lenience towards unintended violations).

V. CONCLUSION

The data economy generally, and the Industry 4.0 more specifically, offer great potential for the European Union. Reliance on insights obtained from data analytics will permit firms to increase their efficiency, improve the quality of their products and services, and strengthen their competitiveness both within the European Union and at the global level. However, data might be also used as a tool to harm competition. It is important that the European Commission and national competition authorities address practices that would undermine competition in Industry 4.0.

Although the specific features of the data economy pose challenges for the enforcement of competition law, the existing doctrines under EU competition law provide the legal basis to address a wide variety of practices. There is no need to further relax those doctrines to permit the European Commission and national enforcement agencies to address exclusionary practices. Nonetheless, EU enforcers might need to re-focus their analysis to be able to identify and effectively address practices that are detrimental for competition. When companies compete less on price, and more by offering innovative products and services to consumers, enforcers should give less weight to the effects that a challenged practice has on prices and focus more on the long-term effects on quality and innovation. Enforcers might also need to adopt remedies that provide a prompter relief in rapidly changing markets. The existing provisions provide the basis for adopting such actions. Therefore, the European Commission and national enforcement agencies are well positioned to address the challenges posed by the data economy.